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ABSTRACT:  

Wireless technology based on the IEEE 802.11 standard is used to support multiple types of 

communication services (data, voice, and image) with different QoS requirements. Node mobility 

creates a continuously changing communication topology in which paths break and new one form 

dynamically. The routing table of each router in an ad-hoc network must be kept up-to-date. 

MANET uses Distance Vector or Link State algorithms which insure that the route to every host is 

always known. However, this approach must take into account the ad-hoc networks specific 

characteristics: dynamic topologies, limited bandwidth, energy constraints, and limited physical 

security. Two main routing protocols categories are studied in this paper: proactive protocols (e.g. 

Optimized Link State Routing - OLSR) and reactive protocols (e.g. Ad hoc On Demand Distance 

Vector - AODV, Dynamic Source Routing - DSR). The present paper focuses on study and 

performance evaluation of these categories using NS2 simulations. We have considered qualitative 

and quantitative criteria. The first one concerns distributed operation, loop-freedom, security, sleep 

period operation. The second are used to assess performance of different routing protocols presented 

in this paper. We can list end-to-end data delay, packet delivery ratio, routing load. Comparative 

study will be presented with number of networking context consideration and the results show the 

appropriate routing protocol for two kinds of communication services (data and voice). 
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INTRODUCTION: 

Wireless communication technology is increasing daily; with such growth sooner or later it 

would not be practical or simply physically possible to have a fixed architecture for this kind of 

network[1]. Ad hoc wireless network must be capable to self -organize and self configure due to 

the fact that the mobile structure is changing all the time. Routing protocols are divided into two 

categories: Proactive and Reactive-Proactive routing protocols are table-driven protocols and 

they always maintain current up-to-date routing information by sending control messages 

periodically between the hosts which update their routing tables. The proactive routing protocols 

use link-state routing algorithms which frequently flood the link information about its 

neighbors[2]. Reactive or on-demand routing protocols create routes when they are needed by 

the source host and these routes are maintained while they are needed. Such protocols use 

distance-vector routing algorithms. Our goal is to carry out a systematic performance study of 

two routing protocols for ad hoc networks namely Ad hoc On Demand Distance Vector 

(AODV)[3] routing protocol and Optimized Link State Routing (OLSR) protocol. The rest of the 

paper is organized as follows:  

 

II. AD HOC ON DEMAND DISTANCE VECTOR (AODV) 

A. Introduction to AODV 

The information in this section concerning AODV protocol is taken from the RFC. AODV is a 

reactive protocol, i.e., so the routes are created and maintained only when they are needed .The 

routing table stores the information about the next hop to the destination and a sequence number 

which is received from the destination and indicating the freshness of the received information. 

Also the information about the active neighbors’ is received throughout the discovery of the 

destination host[4]. When the corresponding route breaks, then the neighbors’ can be notified. 

The route discovery is used by broadcasting the RREQ message to the neighbors’ with the 

requested destination sequence number, which prevents the old information to be replied to the 

request and also prevents looping problem, which is essential to the traditional distance vector 

protocols .The route request does not add any new information about the passed hosts only it 

increases its hop metric. Each passed host makes update in their own routing table about the 

requested host. This information helps the destination reply to be easily routed back to the 

requested host [5].The route reply use RREP message that can be only generated by the 
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destination host or the hosts who have the information that the destination host is alive and the 

connection is fresh.  

 

B. Sequence numbers: 

The sequence numbers are the key idea for removing the old and invaluable information from the 

network [6] . The sequence number act as timestamps and prevent this distance vector protocol 

from the loop problem. The destination sequence numbers for each possible destination host are 

stored in the routing [7] . 

 

C. Advantages: 

Because the AODV protocol is a flat routing protocol it does not need any central administrative 

system to handle the routing process. In addition, AODV tries to keep the overhead of the 

messages small [8] . If host has the route information in the Routing Table about active routes in 

the network, then the overhead of the routing process will be minimal. The AODV has great 

advantage in overhead over simple protocols which need to keep the entire route from the source 

host to the destination host in their messages. The RREQ and RREP messages, which are 

responsible for the route discovery, do not increase significantly the overhead from these control 

messages [9] . The AODV protocol is a loop free and avoids the counting to infinity problem, 

which were typical to the classical distance vector routing protocols, by the usage of the 

sequence numbers [10] .  

 

III. RELATED WORK 

In four different routing protocols AODV, TORA, DSDV and DSR are compared. DSR 

generates less routing load than AODV. AODV suffers from end to end delay while TORA has 

very high routing overhead. The better performance of DSR is because it exploits caching 

aggressively and maintains multiple routes to the destinations. Performance comparison of 

AODV and DSR routing protocols in a constrained situation is done. AODV outperforms DSR 

in normal situation but in the constrained situation DSR outperforms AODV, where the 

degradation is as severe as 30% in AODV whereas DSR degrades marginally as 10%. A 

comparison of Link State, AODV and DSR protocols for two different traffic classes, in a 

selected environment is done. AODV and DSR perform well when the network load is moderate. 
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Perkins et al. show the performance of two on demand routing protocols namely DSR and 

AODV. It is observed that for application oriented metrics such as delay, throughput DSR 

outperforms. AODV when the numbers of nodes are smaller. AODV outperforms DSR when the 

number of nodes is very large. 

 

IV. SIMULATION ENVIRONMENT 

A. Simulation Setup 

The MANET network simulations are implemented using NS-2 simulator. Nodes in the 

simulation move according to a model that we call Random Way point Mobility model. Each 

node is then assigned a particular trajectory .The number of nodes which we take in this is of 

about 30. The simulation period for each scenario is 100 seconds and the simulated mobility 

network area is 500 m x 500 m. In each simulation scenario, the nodes are initially located at the 

center of the simulation region. The nodes start moving after the first 20seconds of simulated 

time. The MAC layer protocol IEEE 802.11 is used in simulations with the data rate of 512 M 

bps in UDP and of 1024 M bps in TCP. The application used to generate is Constant Bit Rate 

(CBR) traffic and Internet Protocol (IP) is used as Network layer protocol. The performance 

evaluation, as well as the design and development of routing protocols for Manet's, requires 

additional parameters which is addressed in RFC developed by Internet Engineering Task Force 

(IETF). 

B. Mobility Metrics: 

We have selected the transmission of packets in UDP transmission and in TCP, Packet Delivery 

Ratio and Routing Overhead as a metrics during the simulation in order to evaluate the 

performance of the different  protocols: 

Packet Delivery Ratio: This is the number of packets sent from the source to the number of 

received at the destination. 

Routing Overhead: This is the ratio of the number of protocol control packets transmitted to 

the number of data packets received. 

Packet Lost: It is the measure of the number of packets dropped by the routers due to various 

reasons. 
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Conclusion and Future work  : 

In Mobile Ad-hoc Networks, nodes use the air to communicate, so a lot of nodes might hear 

what a node transmits and there are messages that are lost due to collisions. In a network where 

everybody is anonymous, identity and trust need to be redefined. In addition, if the security 

protocols that are used in these kind of networks are based in mechanisms that require 

asymmetric cryptography, the task of having secure routing protocols for such kind of networks 

will not be completed without an specific key management scheme. In future we will implement 

asymmetric cryptography with Manet so that it can make more secure. 
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